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 Closeout meetings of organizations related to information security assurance based on capability maturity models can prove to be the path changer as well. Key stakeholders must participate in the closeout meeting along with the security teams of the organization. In closeout meeting, the stakeholders have to decide on an appropriate capability maturity for information security with a unique balance of security and usability. The capability maturity model is designed to help organizations to choose a framework that provides the best security without compromising on the usability of the system (Glumich, Riley, Ratazzi, & Ozanam, 2018). Most secure system disconnected from everything will also become the most useless system as well. Therefore, a closeout meeting plays a key role in the choice of the appropriate security framework for the organizations.

 It may change the future directions of the company to achieve business goals without compromising on information security. The meeting will help organizational stakeholders to achieve primary security goals of confidentiality, integrity, availability, and non-repudiation. Closeout meetings contribute significantly to the security planning of organizations (Safa, Von Solms, & Furnell, 2016). Information security is of vital importance, and stakeholders have to decide for a secondary solution investment to protect primary installations of information technology systems. Therefore, heads of all departments along with security teams must participate in closeout meetings.

References

Glumich, S., Riley, J., Ratazzi, P., & Ozanam, A. (2018). BP: Integrating Cyber Vulnerability Assessments Earlier into the Systems Development Lifecycle: A Methodology to Conduct Early-Cycle Cyber Vulnerability Assessments. *2018 IEEE Cybersecurity Development (SecDev)*, 77–84. IEEE.

Safa, N. S., Von Solms, R., & Furnell, S. (2016). Information security policy compliance model in organizations. *Computers & Security*, *56*, 70–82.