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Briefing Statement for IT Security Audit Plan
Selection of Audit Plan
           Employee awareness of IT security policies is selected as the preferable audit plan to attain a better understanding of the practical approach of audit in an organizational setting. It is important for the management of Red Clay Renovations Company to critically overview the significance of the overall IT policy system concerning the understanding of all the workers. It is crucial to determine how the advance idea of the security system is perceived and acknowledged by the employees by considering the overall approach of IT security policies (GAO, 1991). The main objective of selecting this particular form of audit plan is to critically evaluate the awareness level of different management staff and the workers in case of IT security policies. 
Briefing Statement
[bookmark: _GoBack]           The development of a comprehensive audit plan requires the formulation of a brief statement for the IT Governance Board of Red Clay Renovations Company. The main aim of this specific perspective is to provide a precise and brief overview of the audit plan to the concerned entities. Prior information about the IT security policies of the company is vital to determine the implications of various relevant domains. The option of employee awareness of IT security policies is considered to prepare the entire arrangement of an organization’s audit domain for all the workers. 
Purpose of the Audit Plan
           All the members of the IT Governance Board of the company should have a clear understanding of conducting audit plans specifically in case of IT security policies. It is critical for the stakeholders to successfully target the relevant forms of information and obtain better results in the end. Documentation of the actual objectives of the audit plan is the first step to ensure the implication of all the stages of the audit plan (Winnipeg, 2008). One of the primary objectives of the entire audit plan is to evaluate the awareness of the employees regarding the IT security policies of the Red Clay Renovations Company. Secondly, the paradigm of proper audit plan can also be assistive to determine the understanding level of the management and the workers concerning the importance of IT security policies. The practical idea of conducting an audit plan is also vital to identify the key areas that require improvement and have the potential to achieve anticipated targets in the future. 
Details of the Audit Plan
           When it comes to the practical implications of the audit plan than who will conduct the entire audit is one major question. IT security auditors will perform the entire process of audit within an organizational setting. IT security experts needs to be considered to ensure proper assessment of the application of IT security policies within an organizational setting. Financial and IT experts should be considered as the members of the team of auditors. 
           Secondly, it is important to make a decision that what area needs to be covered in the IT security audit plan. The central objective of the systematic audit plan is to examine the practical application of the IT security policies in the organization. This practical perspective also guides to figure out the awareness level of all the employees when it comes to targeted enforcement of broad ideas of IT security policies. 
           Decide on the schedule of conducting an audit plan is also an important aspect of the briefing statement of the entire procedure. It is important to consider that auditing is one on-going process that involves different forms of activities (Hayes, 2003). The time-frame of three to six months is a good option for the audit team to complete the procedure of IT security auditing in Red Clay Renovations Company. Moreover, on-site auditing is mandatory to critically analyze the awareness level of all the employees considering the approach of IT security policies. 
           The overview of the entire procedure of the audit needs to clearly defined before conducting the process of auditing. The development of the audit plan is necessary to ensure the proper accomplishment of all the projected objectives. The approach of the audit plan ensures how the entire process of auditing will be executed. Conducting interviews from the relevant entities is important to gain the required information in case of employees’ awareness about IT security policies. 
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