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# Introduction

The rapid development in the field of IT and technology as a whole, while making life easier, is also increasing the sense of uncertainty in our lives. We can no longer anticipate the threats that are making their way towards us and, as a result, we are unable to protect ourselves in an adequate manner 1. Cybercrime is quickly becoming a global concern as the rising levels of criminal activities including cybercrimes like cyber-attacks, hacking, espionage/intelligence, cyber warfare attribution, and deterrence hinder the economic growth and distort law & order of the country 2.

# Discussion

Cybersecurity is a multifaceted issue that passes through multiple domains and needs multi-dimensional initiatives. While means of intervention are already in place to counteract cybersecurity threats, their prevalence in the workplace has the potential to increase in a significant manner with generation Z becoming a part of the workforce. This generation is more tech-savvy as compared to their older counterparts. This is because they have been raised in the age of social media and smartphone and are not aware of a time or an age prior to this. They have taken to technology more readily than others and have no qualms about the vulnerabilities of a system that they take for granted 3.

According to a recent survey carried out by Microsoft, it was reported that Generation Z was more vulnerable to online tech support scams than any other population using technology at the moment 4. It is this vulnerability that makes online tech support scams one of the primary cybersecurity threats being faced by generation Z. Microsoft has cited the overconfidence of this generation regarding the use of technology in the matter as the reason why this generation, under its false sense of security as the reasons why they are the most vulnerable population.

Furthermore, pop-up ads/windows is another primary cybersecurity threat being faced by generation Z. As compared to older generations, they are more likely to lose money by involving in risky behavior by not being cautious in their approach 5. In this regard, one can say that their risk online behavior i.e. visiting torrent and unsafe website as of result of familiarity with technology puts them at a greater potential for harm as compared older generations and adds to their vulnerability. Thus, it is essential that they are educated on the matter and taught to be conscious of the choices they make online.

Another threat that is commonly directed towards generation Z has more to do with identity theft and lack of privacy. Having a very public social life is very vogue now a day, with more and more teenagers opting for a very public social life. All of this is done in an effort to earn followers and admirers. However, these teenagers are also opening themselves to the possibility of not only being cyberbullied by others but also being catfished. These trends put their very identities at risk and make it possible for people to use their details and images to scam other people. These tactics are often put to great use by pedophiles into grooming young children and use them for their nefarious reasons 6.

# Conclusion

While this generation is most vulnerable in terms of cybersecurity threats, at the very same time this is the generation that is the most equipped to launch sophisticated cybersecurity attacks on almost all units on the society. This generation has never lived in a world devoid of technology and they are truly a master of their art. Sure, they blow caution to the wind when while using the internet, but their familiarity with technology also poses the greatest risk to the entire enterprise as a whole. Thus, while they are vulnerable, they have the capacity to make the system vulnerable as well.
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