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Libraries and API
OpenGL Software Library and APIs
OpenGL software library is the standard API for defining different types of graphics. It is an open source software library which is completely free avaible for the users. OpenGL provides users with an APIs for graphical content. It is a simple document that explains a set of instructions and several libraries functions. OpenGL is used for hiding the complexity of interacting with different graphics accelerators. It is also used for hiding different capabilities of graphics hardware. OpenGL provides rendering functions which is used to provide a high level and common interface across different systems (Computer Graphics, 2019, n.p).
Today computer graphics are being used for several purposes. These are not only used in computer games or animated scenes but also being used for performing different type of simulations. OpenGL comes into two different forms which include Microsoft OpenGL and Cosmo OpenGL. Both have different functionality because Microsoft OpenGL is used in windows for the installation software of a graphics card while Cosmo OpenGL is designed for computer systems that don’t have dedicated graphics card. OpenGL interface consists of many different functions which are being used to draw complex 3D scenes (Woo, 1999, n.p). 
Today OpenGL is rapidly being used in virtual reality and video games as well. It specifies a set of commands and each command directs a drawing action. OpenGL comes with different built in capabilities which can be called with the help APIs. It is hardware independent and also operating system independent. OpenGL allows programmer to efficiently address and take advantage of graphics hardware. It include several high level libraries and applications which provide different graphic functionalites to the users.
Firewalls

Firewalls are used for network security that monitors both incoming and outcoming traffic of a network. It also decides which traffic to allow or block in a network. There are many firewall devices which are being used to monitor traffic of a network. Firewall can be software as well or both hardware and software. There are different types of firewalls which include Proxy firewall, Stateful inspection firewall, Unified threat management firewall, Next Generation firewall, etc (Services, 2019, n.p). 
Proxy firewalls are very important because they serves as a gateway from a one network to another. It allows to prevent connections which are outside the network (Services, 2019, n.p). Stateful inspection firewall allows or block traffic in a network based on the protocol or port (Services, 2019, n.p). Unified threat management firewalls typically combines in a loosely coupled way. They also include different services and also platform to manage cloud. UTM firewalls are best for the cloud management (Services, 2019, n.p). Next Generation firewall are used by organizations to block security threats. There are different types of attacks which are popular these days such as malware attacks. Next Generation firewalls are used to block malware attacks and improve the security of the network (Services, 2019, n.p).

Packet filtering firewalls are best for the university network to provide security to the network. These type of firewalls operates where devices that include routers and switches do their work. It allows only the traffic that is authentic to enter into the network. Packet filtering firewalls doesn’t route packets. However, they compare each captured packet according to a set of roles or criteria. Packets which are unknown in a network are blocked to enter into a network to control the security of a network. It is most suitable for universities because they need a security like this in a network which only allow authentic traffic to enter into a network and block unknown traffic (Bellovin, 1999, n.p).
Internet of Things  

Internet of things is a system of interrelated computing devices, objects, digital machines, etc. It is being rapidly used by organizations these days to work more efficiently. Internet of things (IoT) has been becoming very important for every organization because the rapid increase in the technology (Atzori, n.d, 2788). There are many different types of IoT devices that are being used these days to collect, send and act on data that are necassery for the environment. Smart devices have been become essential in our daily lifes because they have made the life of people easier as they are performing all the human related tasks with the help of IoT. 

Internet of Things (IoT) is currently offereing several benefits to people in their daily lives. It has helped people to save their time as well as money and improve their overall performance in the business. IoT has helped in increasing the productivity of the employees and helped managers to make more better business decisions. IoT has allowed organizations to generate more revenue. However, there are several changes that are necassery to computer hardware, operating systems, or networking to support IoT. It is important to have updated operating systems in order to implement IoT devices. Network devices are very important for the implementation of IoT (Da Xu, 2014, pp.2235). If any device fails it can stop the working of all IoT devices connected to a network. It is essential that hardware devices must support connectivity protocol such as Wifi, Bluetooth, Zigbee, etc. So, hardware must be according to the requirement of the environment and should be updated regularly to support IoT devices.
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